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What is a data management plan (DMP)?

A DMP is a document that describes how data will be: 

• collected, 

• analyzed, 

• formatted,

• stored, 

• preserved, 

• protected,

• licensed

• and shared throughout the research process. 

Some DMPs also contain detailed information about the research 

group, project, funder, etc.



Why do we need data management plans?

1. Funder‘s requirement

• European Commission (Horizon Europe – incl. MSCA, Euratom)

• European Research Council

• other funding bodies, both European and non-European (e.g., FWF, FWO, SNSF, 

Wellcome Trust, US National Science Foundation, US National Institutes of Health …)
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3. A DMP can help prevent adverse events

• miscommunication among project members

• unethical uses of data

• data errors

• data loss



https://www.cnet.com/culture/stolen-laptop-contains-cancer-cure-data/



The foundation for this lecture

FAIRification-based Data lifecycle-based



https://twitter.com/ErrantScience/status/1428227928744243200

STEP 0 
(not in the DMPs)



Steps in the creation of a DMP

STEP 2: 
Dataset

STEP 3: Findability

Step 4: 
Accessibility

Step 5: 
Interoperability

STEP 6: 
Reusability

STEP 7: 
Costs & 

resources

STEP 8: Safety & 
security

STEP 9: Ethics

Step 1: 
Basics



STEP 1: Describe the basics

This step is missing from the Horizon Europe & ERC DMPs. However, it is useful to include 

it because you can recycle the information for the ReadMe file and/or data paper.

• Date of the DMP creation

• Project title

• Researchers & their contact information (incl. the main contact 

person, e.g., the project manager)

• Funder, if applicable (incl. grant number)

• Brief description of the project (incl. research question & project 

timeline) 

• Data ownership and administrative responsibilities
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This information can also be recycled in a ReadMe file and/or 

data paper.

• Will new data be generated or exisiting data will be reused?
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This information can also be recycled in a ReadMe file and/or 

data paper.

• Will new data be generated or exisiting data will be reused?

• Expected size of the data

• Data types, file formats, naming conventions

• Organisation of data (simple files vs. databases)

https://dirrosdata.ctk.uni-lj.si/raziskovalni-podatki/oblikovanje-podatkov-za-deljenje/
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STEP 2: Describe the dataset

This information can also be recycled in a ReadMe file and/or 

data paper.

• Will new data be generated or exisiting data will be reused?

• Expected size of the data

• Data types, file formats, naming conventions

• Organisation of data (simple files vs. databases)

• Origin/provenance of the data (who, what, when, how, why)

https://dirrosdata.ctk.uni-lj.si/metapodatki/provenienca/

https://dirrosdata.ctk.uni-lj.si/metapodatki/provenienca/


https://www.youtube.com/watch?v=E6kyKCR7Szw&ab_channel=CTKLjubljana

https://www.youtube.com/watch?v=E6kyKCR7Szw&ab_channel=CTKLjubljana


https://datasetsearch.research.google.com/





STEP 2: Describe the dataset

This information can also be recycled in a ReadMe file and/or 

data paper.

• Will new data be generated or exisiting data will be reused?

• Expected size of the data

• Data types, file formats, naming conventions

• Organisation of data (simple files vs. databases)

• Origin/provenance of the data (who, what, when, how, why)

• Quality assurance at the data collection stage (only CESSDA)



• Will data be identified by a persistent identifier? → Will they

be deposited to a trusted repository? (next st ep - Accessibility)

STEP 3: Findability aspects
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Persistent identifiers (PIDs)



• Will data be identified by a persistent identifier? → Will they

be deposited to a trusted repository? (next st ep - Accessibility)

• What metadata will be created? Will they be machine-readable?

STEP 3: Findability aspects



Metadata schemas: structure

Example: a metadata

schema for plasma physics

https://github.com/plasma-
mds/plasma-metadata-schema

https://github.com/plasma-mds/plasma-metadata-schema


Metadata schemas: code

Example: The Chemical Analysis Metadata Platform (ChAMP) Schema

https://champ.stuchalk.domains.unf.edu/journal-art icle-metadata-xml

https://champ.stuchalk.domains.unf.edu/journal-article-metadata-xml


https://www.dcc.ac.uk/guidance/standards/metadata/list
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https://bioportal.bioontology.org/ontologies
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• Will data be deposited in a trusted repository?

A repository that is either:

• certified (e.g., CoreTrustSeal, DIN 31644, ISO 16363),

• domain-specific and endorsed by the target research community

(e.g., HEPData, Crystallography Open Database, PubChem … ),

• general or institutional repository that has characteristics of a 

trusted repository (e.g., Zenodo).

https://dirrosdata.ctk.uni-lj.si/repozitoriji/zaupanja-vredni-repozitoriji/

STEP 4: Accessibility aspects

https://dirrosdata.ctk.uni-lj.si/repozitoriji/zaupanja-vredni-repozitoriji/


• Will data be deposited in a trusted repository? 

• Does the repository issue a persistent identifier? 

• Does it use a free and standardized access protocol (e.g., HTTP, FTP, 

SMTP, OAI-PMH …)?

STEP 4: Accessibility aspects



• Will data be deposited in a trusted repository? 

• Does the repository issue a persistent identifier? 

• Does it use a free and standardized access protocol?

• Will access to the data be fully open or (partially) restricted?

• What are the conditions for embargo/restricted access?

https://dirrosdata.ctk.uni-lj.si/raziskovalni-podatki/upravicene-izjeme-od-odprtosti/

STEP 4: Accessibility aspects

https://dirrosdata.ctk.uni-lj.si/raziskovalni-podatki/upravicene-izjeme-od-odprtosti/
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1. Protection of results because of legitimate interests or other 

constraints (confidentiality, trade secrets, security rules, EU

competitive interests or intellectual property rights)

2. Protection of personal data (GDPR)

3. Data under third party license

Accessibility constraint: large data

„As open as possible, as closed as necessary“

Justified exceptions from the openness principle
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1. Embargo → possible in, e.g., Zenodo, Dryad, Figshare …

2. „Right to be forgotten“→ metadata must remain even if the data is 

deleted/restricted

3. Restriction of access by physical or IT means

The publications resulting from such data must include:

• a description of the restrictions on the data,

• all necessary information required to apply for access to the data 

and the conditions under which access will be granted.

Possibilities for restricted access



• Will data be deposited in a trusted repository? 

• Does the repository issue a persistent identifier? 

• Does it use a free and standardized access protocol?

• Will access to the data be fully open or (partially) restricted?

• What are the conditions for embargo/restricted access?

• Is there a specific software needed to access or read the data? Is 

the software or a reference to it included with the data?

STEP 4: Accessibility aspects



• Will you use established software, hardware and

computer code to collect your data? 

STEP 5: Interoperability aspects
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• Will you use established software, hardware and

computer code to collect your data? 

• Will you provide references to other data (datasets from your

previous research or other projects, datasets of other authors)?

• Will you describe your data and metadata using established 

standard or field-specific terminologies/ontologies (i.e. structured 

controlled vocabularies)?

• If you generate project-specific ontologies or vocabularies, will you 

provide mappings to more commonly used ontologies? 

• Will you openly publish the generated ontologies or vocabularies to 

allow reusing, refining or extending them?

STEP 5: Interoperability aspects



STEP 6: Reusability aspects

• What documentation will be created to validate 

data and facilitate their re-use (e.g. readme files 

with information on methodology, codebooks, data cleaning, 

analyses, variable definitions, units of measurement, etc.)?
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• What documentation will be created to validate 

data and facilitate their re-use (e.g. readme files 

with information on methodology, codebooks, data cleaning, 

analyses, variable definitions, units of measurement, etc.)?

• Will domain-specific standards be used to document the

provenance of the data?



Provenance standards: examples
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STEP 7: Costs & resources

• What will be direct and indirect costs for making 

data or other research outputs FAIR (e.g. costs related to 

management, storage, archiving, re-use, security, etc.)?

• How will these be covered?

• Who will be responsible for data management in your project?

• How will long-term preservation be ensured?

• What is the potential value of long-term data preservation? (ERC)
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STEP 8: Data safety & security

• What provisions are or will be in place for data 

security (including data recovery as well as secure 

storage/archiving and transfer of sensitive data)?

• Will the data be safely stored in trusted repositories for long term 

preservation and curation? 

• How, where and at what intervals will the data & metadata be 

backed-up? (CESSDA)

• How will sensitive data & metadata be protected? (if applicable)

How will access to this information be managed? (CESSDA)



STEP 9: Ethics

The ERC DMP does not include a section on ethics. It is the responsibility of 

the PI to inform the ERCEA Ethics Team of any ethics issues regarding the 

collection, processing, sharing and storage of data in relation to the project. 

The PI can also be asked to submit a separate Ethics DMP.

• Are there, or could there be, any ethics or legal issues that can 

have an impact on data sharing?

• Does your project require approval by a local ethics committee?

• If informed consent is needed, how will you obtain it?
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STEP 9: Ethics

The ERC DMP does not include a section on ethics. It is the responsibility of 

the PI to inform the ERCEA Ethics Team of any ethics issues regarding the 

collection, processing, sharing and storage of data in relation to the project. 

The PI can also be asked to submit a separate Ethics DMP.

• Are there, or could there be, any ethics or legal issues that can 

have an impact on data sharing?

• Does your project require approval by a local ethics committee?

• If informed consent is needed, how will you obtain it?

• Is there any confidential information that requires special treatment 

and/or limits the access to it during/after the project? How will the 

material be protected during/after the project?

• What are the agreements with other stakeholders/collaborators?



Questions?



Thank you for your attention!


